
KeyPass Personal

Main features
● KeyPass Relay configuration and opening
● Smartphone relay activation
● Uses Bluetooth Technology for communication
● It is not necessary to be connected to the internet to 

request the use
● Access by credential, with temporary or permanent validity
● End-to-end cryptography

Applications
● Ideal for access control systems
● Stand-alone version, system runs completely 

independently of a server
● Designed for large companies and condominiums, 

providing remote and autonomous access control
● Allows remote activation on garage doors, doors, motors, 

among others

https://www.khomp.com/suporte/docs/wikidocs/images/2/2f/Manual_KeyPass_-_PT_v1.pdf


About the app
With KeyPass Personal, the "Access Credential" is stored securely on the user's smartphone (preventing copies). The method 

of integration of KeyPass Personal with KeyPass Relay is through the bluetooth interface, which is present in virtually all 
smartphones, making it easy and accessible, dispensing with the need for additional hardware to provide access control.



Technical specifications

Main functions

• Device management, user and guest creation, invitation 
management

• Bluetooth Low Energy Drive using the KeyPass App 
(iOS and Android)

• It is not necessary to be connected to the internet to 
open doors or gates

• No monthly fee for operation
• Access by credential to users, with temporary or 

permanent validity
• Unlimited number of users per access point
• Unlimited number of access points per user
• A relay for actuation, with parameterized pulse time, for 

different types of locks/actuators
• An interface for door sensor, with possibility for 

monitoring break-in and malfunction of the lock
• End-to-end cryptography

Legend: System user applying the opening of the residential gate via Bluetooth. The access 
can be from the permanent resident or from a temporary user who rents a house on site.

Legend: System user applying the opening of the residence gate via Bluetooth. The access can be 
the permanent user (daily access) or the temporary user (rare access).


